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FOCUS OF THIS SESSION

Security is a very broad topic. In this session we will be discussing:

● software flaws - vulnerabilities
● configuration flaws - weaknesses
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VULNERABILITIES
Undiscovered vulnerabilities are bad.

● But not all that bad, everybody has them
● It’s a lot of effort to use those for exploits
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VULNERABILITIES
Known vulnerabilities are much worse.

● CVE-2016-1283
● Details are publicly available
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VULNERABILITIES
Known vulnerabilities are sometimes so bad that they have fancy names!

● Shellshock, POODLE, VENOM, ...
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Known vulnerabilities:

● assigned CVEs - CVE-2014-0160
● details are public for everyone
● ready-made exploits may be available

VULNERABILITIES
… and sometimes even logos!
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VULNERABILITIES
Not all vulnerabilities are equal.

Let’s prioritize:

● vulnerabilities are dangerous
● there is not much we can do about the undiscovered ones
● let’s never have any known ones in our infrastructure!
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USE-CASE 1: 
AUTOMATICALLY CHECK VULNERABILITIES
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There are three steps to perform:

1. Download the CVE data
2. Execute the oscap tool
3. Review the results

VULNERABILITY ASSESSMENT ON RHEL 6
Let’s discuss how to scan a single Red Hat Enterprise Linux 6 machine.



# cd /tmp
# wget https://www.redhat.
com/security/data/oval/Red_Hat_Enterprise_Linux_6.xml
# oscap oval eval --results /tmp/results.xml --report /tmp/report.html 
Red_Hat_Enterprise_Linux_6.xml
# firefox /tmp/report.html
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COMMANDS TO SCAN RHEL 6 FOR CVEs
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VULNERABILITY SCAN RESULTS
After the command is invoked this is what we can see in stdout.
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VULNERABILITY SCAN RESULTS
After the command is invoked this is what we can see in stdout.
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VULNERABILITY SCAN RESULTS
Let’s see more details by opening the HTML report.
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VULNERABILITY SCAN RESULTS
After installing system updates and rebooting the vulnerability is gone.
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WHAT ABOUT CONTAINERS?
scanning containers one by one like this is impractical...

Production deployments are increasingly using containers. This brings new challenges.

● installing the oscap tool in every container is impractical
● single-purpose containers → many different containers and images



Scan containers and container images for CVEs.
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ATOMIC SCAN
New feature in Atomic 1.4 
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Click to add text

ATOMIC SCAN detailed
--detail prints out the errata and CVE details and references
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ATOMIC SCAN WITH MULTIPLE TARGETS
Scan all your containers and container images with a single command.

Three options are available, scan all containers, scan all images and scan both.

● atomic scan --containers
● atomic scan --images
● atomic scan --all
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DETECT OS VERSION

Different operating systems 
have different CVEs.

DOWNLOAD CVE FEED

Based on the OS version we 
download CVE feed from the 

vendor.

RUN OSCAP TOOL

OpenSCAP compares 
installed versions with version 

ranges in the CVE feed.

HOW DOES ATOMIC SCAN WORK?
we can’t trust what we don’t understand...
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FOCUS OF THIS SESSION

Security is a very broad topic. In this session we will be discussing:

● software flaws - vulnerabilities
● configuration flaws - weaknesses



21

SECURITY POLICY
what it means to secure a system

Usually in text form or a PDF. Security policy contains a set of rules, each rule has:

● description
● rationale
● how to check
● how to fix
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SECURITY POLICY EXAMPLE
excerpt from PCI-DSS
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WHAT IS SCAP?
a way to express security policies in machine readable form.

SCAP is a NIST standard. It contains a set of data formats for security policies.

● rule metadata - description, rationale, identifiers
● automatic compliance checking
● automatic fixing



24

SCAP SECURITY POLICY EXAMPLE
HTML guide generated from SCAP security policy



TWO TYPES OF SCAP SECURITY POLICIES
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VULNERABILITY ASSESSMENT

proper configuration

hardening

USGCB

PCI-DSS

DISA STIG

...

SECURITY COMPLIANCE

detect CVEs

Heartbleed

Shellshock

Ghost

VENOM

...



TWO SCAP USE-CASES
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VULNERABILITY ASSESSMENT

is root login over ssh forbidden?

is SELinux enabled and enforcing?

are we using strict password policy?

are obsolete / insecure services 
disabled?

…?

SECURITY COMPLIANCE

are my machines vulnerable to:

Heartbleed?

Shellshock?

Ghost?

VENOM?

…?
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USE-CASE 2: 
SECURITY COMPLIANCE 
FOR A SINGLE MACHINE
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OPENSCAP
open-source SCAP 1.2 implementation

● certified by NIST since 2014
● library and a command-line interface
● GUI frontend is available - SCAP Workbench

https://nvd.nist.gov/scap/validation/128.cfm
https://nvd.nist.gov/scap/validation/128.cfm
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SCAP SECURITY GUIDE
open-source SCAP security policy project

● community project
● content for multiple products - Red Hat Enterprise Linux, Fedora, CentOS, Firefox, …
● multiple policies for each product - USGCB, PCI-DSS, DISA STIG, …
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SCANNING A SINGLE MACHINE
let’s set-up a Red Hat Enterprise Linux 7.2 machine as close to PCI-DSS as possible

We will need the following to perform a PCI-DSS scan:

● Red Hat Enterprise Linux 7.2
● OpenSCAP and SCAP Workbench
● PCI-DSS from SCAP Security Guide



# yum install scap-security-guide
# yum install scap-workbench
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INSTALL THE NECESSARY TOOLS
(assuming Red Hat Enterprise Linux 7.2)
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After starting SCAP Workbench we will be 
asked to select the security policy we want 
to load.

Let’s select ssg-rhel7-ds.xml, which is a 
security policy for Red Hat Enterprise Linux 
7 in the datastream SCAP format.

START SCAP-WORKBENCH
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1. select the PCI-DSS profile
2. keep local machine selected
3. click Scan

INITIAL SCAN
let’s do a quick scan to establish a baseline
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1. select the PCI-DSS profile
2. keep local machine selected
3. click Scan

INITIAL SCAN
let’s do a quick scan to establish a baseline
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INITIAL RESULTS



Click to add text
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INITIAL RESULTS



Click to add text
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INITIAL RESULTS



Click to add text
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INITIAL RESULTS



Click to add text
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MAKING ADJUSTMENTS
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We now have a profile defined, let’s put the 
machine closer to compliance. Keep this in 
mind when doing automatic remediation:

● remediation is potentially dangerous
● remediation cannot be undone!

AUTOMATICALLY FIXING THE ISSUES
Check Remediate to automatically fix issues after scanning
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● fixed means the remediation was 
successful

● some fixes require reboot
● some rules cannot be automatically 

fixed - these still show as failed

REMEDIATION WITH SCAP-WORKBENCH
let’s do a quick scan to establish a baseline
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SAVING THE FINAL POLICY
we now have the final security policy, let’s save it for later deployment

Click File → Save Customization Policy

Instead of saving the entire policy we will save the difference between stock policy and our 
final policy. This enables us to get improvements and bug fixes.
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FINAL RESULTS
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USE-CASE 3: 
SECURITY COMPLIANCE 

FOR AN INFRASTRUCTURE
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Feature highlights:

● upload SCAP content
● assign policies to hosts and 

hostgroups
● schedule continuous checks
● view HTML reports

SCAP IN RED HAT SATELLITE 6
Red Hat Satellite 6 can be used to scan your infrastructure.



46

Click to add text

SCAP IN RED HAT SATELLITE 6
upload SCAP content to create new SCAP policies
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Click to add text

SCAP IN RED HAT SATELLITE 6
see past results
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Click to add text

SCAP IN RED HAT SATELLITE 6
browse HTML report for details of a past result
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